# Stakeholder Meeting

Date | time 9/19/2022 10:00 AM| Location TQ4-1.404

|  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| |  |  | | --- | --- | | Meeting called by | Group 1 | | Type of meeting | Weekly meeting | | Facilitator | Aleksandar | | Note taker | Teun, Luuk | | Timekeeper | Aleksandar | | Attendees : Aleksandar, Teun, Luuk & Raymond |

## Agenda Items

|  |  |  |
| --- | --- | --- |
| Topic |  | Time allotted |

|  |  |  |  |
| --- | --- | --- | --- |
|  | Stakeholder will contact us and send more information about the project   * Stakeholder wil look into a testing environment for the project * Solution should take into account different customer types * More information about "VCS"   What does the stakeholder expects of us?   - We need to create a POC for a centralized firewall in/or AWS/MS Azure  - Some on site locations need to be able to connect to the cloud firewall  - Github code commit to AWS, and access control  - Github for sharing files  - The stakeholder wants a presentation about our on the possible solution we researched. We should create a architectural design for the project (stakeholder suggested Archimate). Microsoft Visio can also be used.  - Implement firewall changes as soon as possible (by pipelines)  - We need to use security groups/ACL’s or both in the cloud.  - We need to create a manual where we explain how we did things with background information of the decisions made. |  | 35 minutes |
|  |  |  |  |